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7. Write an essay on the legal regulation of Cyber

Tetrorism in India.
UNIT - IV

8. List out the macro threats used for sabotaging in
information warfare. List out and explain how it is
used by governments to sabotage the enemy

countries.

9. Explain how data backup and recovery helps cyber

disaster planning and management ?
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Before answering the questions, candidates should ensure that
they have been supplied the correct and complete guestion paper.

No complaint in this regard, will be entertained after examination.

Note : Section A is compulsory. Attempt four questions
from Section-B selecting ome question from each

Unit. All questions carry equal marks.
SECTION - A

1. (a) List out the key competencies 8f a knowledge

society.

(b} What is Phishing ?
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(¢) Define the term cyber forensics and distinguish it

from network security.
(d) List conventional cyber crimes

(¢) Define Knowledge society and Spécify the

essential c.omponents of 2 knowledge society.
(f) What is e-mail sparﬁming;’e—mail bombing, ?
(£) What is Cyber Stalking ?
(h) What is cyber squatfing ?
'SECTION-B

UNIT I

. Define the term digital economy and explain ils
importance to the Indian cconomy. Explain the
benefits of digital revolution in the media in current

“information society.
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3. "The internet represents one of the most successful

examples of the benefits of sustained investment and
commiiment to . research and development of

information infrastructure.” Elucidate,

UNIT -1

. "Cyber terrorism is the convergence of terrorism and

cyber space. It is generally understood to mean
unlawful attacks and threats of attacks against -
computers, networks, and information stored therein
when done to intimidate or coerce a government or its
people in fur.ther_a_nce of political (ir social cbjectives”.

Elucidate and give examples.

. What is the cconomic impact of cyber terrorism ? Can

organizations achieve strategic advantage in the cyber -

terrorism game ?

UNIT -1l

. Explain- the different types of cyber crimes that are

done frequently in digital world ? Suggesl remedies

and legal challenges.
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